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Overview of the opportunity 

We are looking for an experienced business resilience professional to join our growing Cyber Security Services 
team as a Manager or Senior Manager. The successful candidate will focus primarily on developing business 
resilience programs for our clients, and will: 

• Design and implement business continuity management (BCM) systems for complex organizations 
• Lead business impact analyses and risk assessments over critical assets 
• Design business resilience strategies and implementation plans 
• Develop business continuity, disaster recovery, crisis management and incident/emergency response plans 
• Design and deliver BCM training, awareness and cultural change programs 
• Lead BCM exercising simulations 
• Lead BCM technology selection 
• Support clients with their ISO 22301 certification efforts. 

What you will do  

• Manage the development and execution of business resilience engagements and project plans  
• Simultaneously manage work on multiple client engagements of varying size, scope and complexity  
• Provide technical expertise and translate subject matter specifics into business language 
• Help lead our clients through small to large scale business resilience transformations 
• Communicate (written and verbal) findings, recommendations, and other deliverables to clients including 

technical and business communication to management through the preparation of reports, presentations, 
analyses, and other deliverables 

• Relationship and business development, taking an active role in the business community to increase 
awareness of the firm's services; developing and maturing relationships internally and staff and with clients 
and target clients; identifying and assisting in pursuit of opportunities; assisting in development of marketing 
materials, proposals, presentations and research 

• Lead and contribute to other practice initiatives, including but not limited to knowledge sharing, training, and 
other activities 

• Provide guidance and oversight to more junior personnel. 

What you bring to the role  

• Bachelor’s degree (or higher) in Computer Science or a related discipline 
• Relevant designations/certifications are an asset (e.g. ISO 22301 lead auditor or lead implementer, 

CBCP/MBCP, CBCI, CISSP and other related certifications)  
• 5+ years of relevant experience (e.g. emergency management office, risk and compliance management, 

operations, consulting, business continuity, etc.) is required; more experience is strongly preferred 
• Experience in any of the following industries is an asset: financial services, technology, cloud-based 

businesses, Fintech, mining, energy, utilities, public sector 
• Ability to travel within Canada for engagements is required, and ability to travel internationally for 

engagements is an asset. 

How to apply: please forward resumes to tarekhabib@kpmg.ca. An online job posting for this position on our 
talent management site will be made available shortly. 
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